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WARFIGHTER
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What Is FORCENET *

o« FORCERNet is the architecture and building blocks of
sensors, networks, decision aids, weapons, warriors
and supporting systems integrated into a highly
adaptive, human-centric, comprehensive system that
operates from seabed to space, from sea to land.

o By exploiting existing and emerging technologies,
FORCEnet enables dispersed human decision-
makers to leverage military capabilities to achieve
dominance across the entire mission landscape with
joint, allied, and coalition partners.

FORCENnet is the Integrator of technologies and Warfighting

systems to provide agile, lethal and effects based
combat power to counter any and all threats

*Definition from SSG-XX as referenced in CNO/N7 FORCEnet Designation Letter dated 21 February 2002



Desired Warfighting Capabilities

In-stride Sustainment Force Survivability

e Asset Visibility
« Prognostic Logistics
« Combat Casualty Mgmt

Fully Netted
Maneuver Warfare

« Cooperative Deception
e Distribution and Dispersal
« Signature Management

)

Tiered Weapons
& Sensors Architecture

« Shared Battlespace Picture
e Synchronization

e« Combat ID

e Controlled Speed of

9 Command p

e Sensor Mgmt
« Wep-Target Pairing
« BDA

e Infrastructure Mapping
« Complexity-based Targeting
o Computer Network Attack

Integrated Knowledge Operations



Experimentation:
A Key Process for Inventing the Future



Engineering the Net-Centric Vision

o Naval Net-Centric Future:

. Each warfare capability in the theater, and its associated
systems, are an element of the networked theater and global
systems and processes.

o “Team Sports”

o The Naval Force is a distributed integrated system-
of-systems
« Off-board sensors and systems easily accessed
« Traditional platforms now expected to be highly integrated
« Reach-back to support the warfighter forward
« New operational concepts, tactics, techniques and
procedures

o Many options, many operational and technical trades
to assess.

Prototyping/Experimentation required to

reduce risk and ensure warfare effectiveness




Evolutionary Engineering Approach
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Undersea Warfare M&S and
Experimentation

« Real-World Deployment

« Experimental Forces onsammmmm.

o Virtual Experimentation

o Virtual & Live Experiments

Distributed Collaborative
System Engineering



Undersea Warfare:
Multi-Dimensional, Multi-Community,
Distributed & Collaborative



Multi-dimensional Naval Operations

ASW

Strike

ASUW

ISR

Covert Ops



Undersea Warfare Domain

Warfare Directed Against Warfare Emanating
Undersea Threats From Under The Sea




Examples of ongoing
Undersea Warfare
Engineering and Experimentation



FORCENET and
Submarine
Warfare System
Vision



Warfare System Vision

o« Net-Centric & Autonomous Modes

» Shared Tactical, Operational and
Environmental Picture

« Distributed & Collaborative Operations
in the Littorals

= Net-Centric “Stealth” Node

« Knowledge-Enabled Automation
Supporting Manning Reduction
« Joint Operational Context Awareness
Extended Information/Knowledge Exchange

« Common Functionality and Architecture

» Open Affordable Architecture Standards and
Components based on COTS

« Open Affordable and Common Functional
Components Developed by DoD

» Transparent Connectivity



Prototyping and Experimenting
with the
Net-centric Submarine Vision
In Fleet Battle Experiments



+ Mer-centric Warfare / Operations
-+ Fires in Supgart af Mansuver

arganic Sensor and Mensuration
capability:
= GCCE-M ISR Capabiliny
- Precision Targeting Workstation (\Webl
Collaborative Bactlespace Management
and Decanflictian:
- Land Attack Warfare System
- Shared Senaor-Weapon-Tanget
Information
Mext Gen Onboard Mission Planning
capability:
— TTWCES-lke- RPM plus MDS
plus ATWCS
Mext Gen Weapons
- TLAM, TTLAM, ALAM

- Common Gperationzl Ploure (00

Participant

Exploring Submarine
Capabilities & Contributions
to Fires in Support of Maneuver

+ Access to Denied Areas

- Deeper Target Penetration, Shorter TOF
+ onboard Mission Planning
+ MWext Generation Comms at Spead & Depth

Joint Fires TCT
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Mavigation Center Missile Control Center
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Undersea Warfare Center
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+Trident Stealth and Reliability
+Joint Task Force High Data Rate Communications

+Dual Rdvanced Seal Delivery Systems [ASDS] ﬂlllli’ﬂl' m Deck SMI[BI‘S 00
«Mission Capabilities of SSN for ASW, ASUW and Intelligence Collection
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MCO2/FBE-J vSSGN

« VSSGN Capabilities Supporting Joint Rapid Decisive Operations:
» Global Command and Control System - Maritime [CTP]
» GCCS-M ISR Capability [UAV Interface]

» Remote Terminal Capability - Lite (NFN client)
[Intel, Imaging, ESM, Track Correlation]

» Ready Room of the Future [Target Mensuration]
» Land Attack Warfare System x 2 [Fires Coordination & Control]
« Attack Weapon Control System [Emulation]

» Rapid Planning Module [Route Planning]

« TTWCS [Engagement Planning]

« Low Cost Autonomous Attack System (LOCAAS)
Mission Planner [Autonomous Attack UAV]

« |IWS [Collaboration Tools: Chat, Email, Web Access]

» Emulating awide range of Communications system options:
[MBCA, A-UHF, SubHDR, CDL, GBS]

« Internal Bandwidth Management [COTS Packeteer]
» LMRS and GCCS-M w/ MEDAL [UUV Mine Recon]

« Weapons:

=« Tomahawk: TLAM+ TTLAM

« Submarine Launched Canisterized TACM:
Unitary + Penetrator + APAM + LOCAAS

o 12 Man Military Crew




NAVY WARFARE DEVELOPMENT COMMAND
Fleet Battle Experiment Juliet
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FBE-J Coalition Entities
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The Challenge of Effectively
Leveraging and Integrating
Existing Capabillities



Virtual Platform Initiative

Communications/ & &
Distributed Engineering * 5,
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« VSSN
Connectivity ¥

* Human
Innovation K *
Laboratory

Enabling Facilities
e Visualization

£ « WSPF
1.
L » C4ISR * Integrated

« USWAL Display
« WAF Center
+ LBITS * Chafee
¢ SNMC Auditorium
¢ CSTL * Immersive

Visualization
Technologies

Modeling

v, |+ SBD/SBA/PBM
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. . Analysis
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» USW Analysis

* Undersea
Battlespace

‘e Virtual

Prototyping £
Projects

__* Vehicle
“— _Emulation
wt

Ships, Ranges,
and Other
Land-based
Facilities

External Connectivity
« DREN

« SDREN

* |ISDN

Coalition R&D Labs
¢ Australia

¢ United Kingdom

¢ Canada

Industry

« Electric Boat

¢ Raytheon

¢ Lockheed Martin
Northup Grumman
e Sperry Marine

Navy / Government

* Navy Warfare Centers

¢ Underwater Tracking
[RENLES

« Other Service Ranges &
R&D Laboratories



Capablility Component Architecture
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C2 Information Exchange Architecture & Associated Services

=

Tactical Tactical

Components [Components fﬂ—:

Tactical Information Exchange Architecture
& Associated Services. Virginia Class, CORBA Baseline
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Simulaven Iniermanen: Exchange Archiieciure
s Asspelaied Sevices: HIEAGHDIS Compliant

| Simulatec Simulated

Shared Standards and Protocols for Interconnection and Interoperability



An Virtual
Undersea Battlespace
Capabillity



The Undersea Battlespace

A computer generated
battlespace that creates

FORCENET:
« Today’s Navy:

simulated:
*Ships o Fleet Support
sSubmarines o Next Navy:
*Aircraft

« Acquisition & Modernization
o Navy After Next:

o« Transformation

*Other Entities:
*Neutral Shipping
*Minefields

*Natural Environments

Connected to Navy test &
training ranges

Y



Integrating Virtual and Live
to Support Experimentation,
Test & Evaluation, and
Training



Synthetic Environment Tactical Interface

SETIVTP - 1998
Virtual Torpedo Exercise

Full Duplex Communications
» HWe-in-the-loop Torpedo Sim
= SSN Tactical Organic Systems
= NSA Encryption Systems

Bandwidth: 2Kbps

Simulation Interface to Live Platform
Tactical Consoles

Virtual Torpedo Launch
» Closed Loop Engagement
» Launched Eight Simulated ADCAP
Launcher and

S LoD i) Torpedoes
S underwater _ = Submarine Tactical CCS
Torpedo Datas " Comms Target
-

Launcher

||'.'r‘

VIRTORP

Concept Proven: USS Oklahoma City crew (at AUTEC) launched eight virtual
torpedoes (in Newport) which pursued a surface target at AUTEC. The

entire scenario unfolded in real-time.




Submarine ASW Integration

sen <1
Controller Shore '

MHetwork

Acoustic
Telemetry

SETI
Controller

CCS Interface

AE Simulator

Combat
Control
Acoustic W o~
Telemetry :

688 Class C/’

Virtual Torpedo

Virtual Threat




LAMPS ASW Integration

SH-60 Lamps

Hawhk Link
Antenna
(AN/SRO-4)

Ship System i
Emulator (55E) Hawk Link )
Radio (AN/SRQ-4) |




Ship ASW Integration

Combat .t | Sonar
Control - et Display

Virtual Torpedo
Virtual Threat




P-3 ASW Integration

P-3C ORION

Virtual Torpedo

. Link-11
Bridge
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Distributed & Collaborative Engineering:
A Cost Effective Way to Achieve
Integrated Warfare Capability



VIRGINIA Collaborative Engineering

Wide Area Integration Facility (WAIF)

NUWC Keyport, WA

Combat g
By Imaging ESM
Lockheed Martin Raytheon || Kollmorgan ||Lockheed Martin
Portsmth, Rl || NHamp, MA || Syracuse, NY

Manassas, VA

Sperry-Marine
Charlottesville, VA

Radar E%

Lockheed Martin

NNS
Newport News, VA Eagan, MN
Mew London, CT
SIPRNET L A
SRWS Ship
NTDPS Cohal OBTT

Pearl Harbor, HI
San Diego, CA

F Subs & SubBases

$ 0BTT
Master Conltroller

GD - Electric Boat Div Groton, CT

Northrop Grumman
Long Island, NY




NWDC ESG Enabling Experimentation

NUWC Newport Clients
» Towed Array
» Surf. Sonar ThA
NAWC A/D
_ JMCIS
* Alr ASW CoABS
Grid
SPAWAR SD & CM2
Services
* Deployed Array
Client 1
SDREN
Backbone
 Distributed Databas :
Tech. Client 2
Wraps TDA

Distributed Testbed Simulation Architecture



Distributed Engineering & Experimentation

WARFIGHTER

DECISION AIDS WEAPONS

SENSORS

il} . Local

o National

o International

DoD Facilities

o Fleet Forces

"= o Industry Facilities
Natronal Infrastructure

« VA Class Development *USB Lab

« Warfare System
Prototyping

o Weapons Development
« Simulation Based Design

ePhysics
sBased

Urdersea Warfare Ceniar Division

«SSBN _
eDevelopment eTracking
eRange

eConnectivit

eSecure Data

¢ Communications

e Electromagnetics —
«Combat Control

« Allied Military Facilities
o Allied Fleet Forces
A . Internatlonal Infrastructure




Summary

o Evolution of FORCENET
reguires an integrated | | 4% X
and extensive M&S RN e, N
capability | S

o Distributed collaborative
system engineering and
experimentation
capabilities exist today

WARFIGHTER « Challenge: Accelerate
o€ TR ' the integration of these
capabilities to support
the development of
FORCENET




